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Abstract—In this paper we propose an unpredictability-based jamming defense framework based on the principles of Moving Target Defense for a wireless communication problem. Taking advantage of the complex nature of large-scale cyber-physical systems, we consider a platform consisting of a single receiving component but multiple potential transmitting components, each equipped with a multi-antenna phased array. We formulate an optimization problem over the probability simplex that characterizes a randomized receiving angle which seeks to balance between the estimated performance of the transmission and an entropy-based unpredictability measure. Furthermore, we explore the effect of an intelligent adversary that has knowledge of the derived probabilities and optimally places a single-antenna jamming device to disrupt the communication links. Finally, simulation results showcase the efficacy of the proposed algorithm.

I. INTRODUCTION

Cyber-physical systems (CPS) are becoming ubiquitous in a variety of application domains, both in civilian and military life, such as healthcare, smart grids and unmanned vehicles. These systems consist of physical components, often ones with limited capabilities, connected and communicating over complex networks. Even though they potentially lack computational capabilities, CPS often include low-cost components, which facilitate design of large-scale, complex systems [1].

The compositionality and complexity that characterize CPS are also the sources of their greatest drawback; their susceptibility to external manipulation, whether this is stochastic or adversarial in nature. Consequently, the problem of robustifying and defending CPS against attackers has been at the forefront of a plethora of research communities. From a computer engineering perspective, scholars have focused on designing protocols that shield systems against system intruders on the software level [2]. On the other hand, control theory has been introduced in CPS security problems as tools to tackle the issue from the hardware side; proposing algorithms that guarantee continuous operation of the system even under malicious influence [3]. Finally, research has been conducted on the problem of securing CPS whose underlying component connection network has been compromised [4]. These approaches often rely on graph-theoretic tools that do not model the actual communication interfaces of the various subsystems in a CPS. A consideration that permeates the aforementioned approaches to CPS security is the need to accurately construct a predictive model of the adversary’s behavior. Game theory and optimization approaches has been used for such purposes, where different solution concepts have been applied and investigated, ranging from Nash equilibrium strategies to worst-case attack scenarios [5].

Although, as mentioned, there has been extensive research on attacks to the communication substrata of CPS, the relevant communities have not yet focused on the physical properties of the network, e.g., on injections to the wireless signals connecting the CPS components, as well as the defense design opportunities that arise due to the specific nature of CPS, i.e., their low-cost devices and their complexity. In this work, we propose a security framework that employs models of wireless communications and which rests on ideas of component redundancy and behavior unpredictability to shield the system.

To this end, we introduce the framework of Moving Target Defense (MTD), a security strategy that increases the complexity and the unpredictability of the system by dynamically shifting its configuration, thereby increasing its attack surface [6]. MTD methods have been utilized in different scenarios, whereas lately they have been introduced to the CPS literature [7]. The underlying principle of operation of the proposed scheme is the exploitation of the directionality of wireless signals in modern communication devices by randomly changing the transmitting subsystem to a designated component. Beamforming methods can be employed in order to select the received signal direction at each transmission time [8]. While the defense strategy of the CPS is designed to be agnostic to the attacker, we further investigate potential attacks and characterize the worst-case behavior of an intelligent adversary that has knowledge of the parameters of the security protocol.

A. Related Work

The problem of securing CPS has been explored from researchers in a variety of fields of study. The authors of [9] indicated the importance of investigating CPS security from different points of view and utilizing approaches from different disciplines. Accordingly, the authors of [10] present an overview of methods that robustify consensus algorithms in networks of communicating agents using tools from graph theory. Moreover, different control methodologies, such as Model Predictive Control [11] have been co-designed with the security problem in mind via homomorphic encryption methods. Finally, from the perspective of the physical domain, the authors of [12] investigate game-theoretic methods of mitigating stealthy attacks that are designed in a receding-horizon fashion.
Securing the physical layer of wireless communications is a well-studied problem. In [13], the authors propose an optimization-based method of estimating a jammer’s characteristics as well as mitigating their effect on a wireless transmission. In similar settings, research has been conducted on the use of intelligent reflective surfaces for wireless security [14] as well as on the effects of novel technologies, such as mmWave communications, on security and privacy system requirements [15].

Unpredictability-based MTD frameworks were initially designed for computer networks [16]–[18]. In [19], the authors apply the principles of MTD to constantly rotating Internet Protocol version 6 (IPv6) addresses. A more rigorous mathematical approach to MTD was introduced in [20], that led to an entropy hypothesis framework that has been applied to different scenarios. As an example, in [7], a CPS with redundant sensing and actuating components is considered, which employs a randomized switching strategy over its potential observers and controllers.

B. Contribution

The contribution of this paper is threefold. Firstly, we utilize tools from wireless communications to model the channels between the multi-antenna receiver, the various transmitters and a potential single-antenna jamming device. Subsequently, we derive the probabilities of communicating transmitters and a potential single-antenna jamming device. Channels between the multi-antenna receiver, the various potential observers and controllers.

Remark 1: Without loss of generality, for ease of exposition we let \( I_i = 1 \), \( \forall i \), i.e., we consider line-of-sight (LoS) channels between all devices. Our results are readily extended to the case of multi-path transmissions, although stochastic models of channel properties will need to be considered.

II. Problem Formulation

Consider a region \( \mathcal{R} \subset \mathbb{R}^2 \). Within \( \mathcal{R} \), there are \( N \) transmitting devices that serve a receiving component, or user. Typically, the system designer would consider quality of service and transmission rate as the only requirement in determining which transmitter would serve the receiver. However, in this work, we will investigate a proactive method of defending the system against jamming attacks by allocating transmitters to the receiver based on the principles of MTD. These algorithms comprise a class of defense approaches that rest on rendering the system unpredictable in its behavior, and thus, hindering the attacker.

Assuming uniform linear array (ULA) antennas, the channel between the targeted receiver and the \( i \)-th transmitter is denoted by \( H_i \in \mathbb{C}^{M_r \times M_t} \) and is modeled, according to [21], as

\[
H_i = \sum_{l=1}^{L_i} \tilde{a}_i \exp\left(-\frac{j2\pi d}{\lambda_i} \right) \alpha_r(\theta_{r,i}) \alpha_t(\theta_{t,i}),
\]

where \( \tilde{a}_i \in \mathbb{R} \) is the distance-dependent path-loss between the transmitter and the receiver, \( d \in \mathbb{R} \) the antenna separation, \( l_i \) the wavelength of the carrier signal and \( L_i \) the number of paths.

For communication system under attack by an adversarial agent who is able to place a single-antenna jamming device near the receiver of the targeted user. The channel between the jammer and the user, denoted as \( h_n \in \mathbb{C}^{M_r} \), is modeled in a fashion similar to (1).

The transmitting \( i \)-th device, precodes a transmitted symbol \( s \in \mathbb{C} \) with unit power via a beamforming vector \( W_i \in \mathbb{C}^{M_t} \). As such, the transmitted signal from the transmitter becomes \( x = W_i s \in \mathbb{C}^{M_t} \). The total received signal at the user, \( y \in \mathbb{C}^{M_r} \), is

\[
y = H_i W_i s + \eta,
\]

where \( \eta \in \mathbb{C}^{M_r} \) is the random noise of the transmission, modeled as a Gaussian random variable with \( \|\eta\| = \sigma \).
Finally, after receiving the signal, the user decodes it via a receive combiner $F_i \in \mathbb{C}^{M_r}$.

**Remark 2:** The design of the transmit and receive beam-forming vectors, $W_i$ and $F_i$, are well-studied problems in the communication literature and go beyond the scope of this work. We note that our proposed algorithms do not depend on this design.

Subsequently, the signal-to-noise ratio (SNR) of the received signal is defined as

$$\gamma_i = \frac{|F_i^H H_i W_i|^2}{\sigma^2}. \quad (3)$$

Since the SNR can be used as a measure of the quality of the communication system, it is natural for the transmission to take place between the receiver and the transmitter that maximizes it; i.e., with the device that offers better channel quality. Thus, the optimal SNR is given as $\gamma^* = \max_i \gamma_i$, and defines the transmitter that is better located to service intended device.

In the simplified – but realistic in the case of high-frequency communication systems – channel models we have described in this work, it is clearly seen that both the distance of the receiver to the servicing transmitter and the relative angle between the two affects the channel characteristics. As such, it would be expected that a stationary user is best serviced by the same transmitter at all times. However, this level of predictability in the transmission scheme can be detrimental in adversarial environments. In order to investigate the effects of an adversary that tries to compromise the DL transmission, we consider the existence of a single-antenna jamming device in $\mathbb{R}$, whose channel to the user is denoted by $h_a$. We note that if $\theta_a$ is the angle of arrival of the signal from the jammer to the user, then it holds that

$$h_a = a_a \exp \left( - j \frac{2 \pi d}{c} \right) e^{j \alpha_a(\theta_a)}. \quad (4)$$

The jamming signal transmitted is denoted as $\delta \in \mathbb{C}$ such that $||\delta|| = 1$ without loss of generality while the total received signal now becomes

$$y = H_i W_i s + h_a \delta + \eta. \quad (4)$$

A metric of the performance of the transmission in this case is the signal-to-noise and interference-ratio (SINR), which is defined as

$$\gamma_i^a = \frac{|F_i^H H_i W_i|^2}{\sigma^2 + |F_i^H h_a|^2}. \quad (5)$$

**Remark 3:** Although we consider LoS channels with known parameters throughout the design of our unpredictability-based defense algorithm for clarity of exposition, our results are applicable to more complex environments where multi-path fading and non-LoS channels can be considered. Communication protocols already contain channel estimation periods – via pilot signals – which allow the network to compute estimates of the channel information itself, as well as the expected SNRs for specific links.

It can now be seen that the SINR is a function of the choice of transmitter with which the device will communicate – indicated by the integer $i \in \{1, \ldots, N\}$ – as well as the placement of the jamming device by the attacker, which defines the properties of the channel via $h_a$. Given deterministic knowledge of the servicing component, the attacker can place the jamming device in an optimal position that minimizes $\gamma_i^a$ with respect to $h_a$; in LoS cases, this is located as close to the receiver as possible and in the same direction as the legitimate angle of arrival. To mitigate this, we propose an unpredictability-based mechanism where the choice of servicing transmitter becomes probabilistic, based on the solution of an optimization problem considering both the expected performance of the communication system and the unpredictability of its operation. Furthermore, we explore the worst-case placement of the jamming device in the case of an adversary that has knowledge of the MTD algorithm. An overview of the considered scenario is shown in Fig. 1.

**III. MOVING-TARGET DEFENSE MECHANISM**

In this section, we formulate an optimization problem via which the legitimate users of the communications system can derive a probabilistic in space transmission scheme; i.e., a system shielding mechanism that incorporates the same principles of MTD that have been extensively used in approaches such as frequency hopping. Specifically, we allow the user and the legitimate transmitters to partly sacrifice the performance of the communication system in order to achieve higher security capabilities by randomly choosing the active sender, instead of employing only the one that is optimally located with respect to the user. Due to the high directionality of the multi-antenna systems investigated – especially in higher frequencies – it will be shown that by increasing the probability that the jammer is placed in different angle than the transmitter, the system can increase the performance under attack.

We note that in accordance with the principles of MTD, our first proposed algorithm is agnostic to the existence of the attacker. Consequently, it can be implemented for any system *a priori*, achieving a balance between expected performance loss and gain in defensive capability.
Initially, we let $p \in \Delta^N$ denote a vector whose elements $p_i$ correspond to the probability of the device communicating with the $i$-th transmitter. However, instead of arbitrarily and uniformly choosing a transmitting direction, we define an optimization problem that balances between the transmission strategy that maximizes the performance of the system and the one that is most unpredictable. The formulation of this problem, then, becomes:

$$\max_{p \in \Delta^N} (1 - \epsilon)E_{q \sim p}[\gamma] + cH(p), \quad (6)$$

where $\epsilon \in \mathbb{R}^+$ is a designer parameter that denotes the level of unpredictability of the system operation and $H(q) = -q^i\log(q_i)$ is the entropy induced by a probability $q \in \Delta^N$.

**Remark 4:** We follow previous works on MTD [7] in defining the induced entropy to be the unpredictability metric of the optimization problem. This approach has been one of the most rigorous in terms of mathematically describing the effects of MTD in a system.

**Theorem 1:** Given the communication system described by the channel models (1) and SNRs defined as (3), then the optimal MTD strategy given the reward function (6) is achieved by the probability vector with elements

$$p_i^* = \frac{\exp((1-\epsilon)\gamma_i)}{\sum_{j=1}^{N}\exp((1-\epsilon)\gamma_j)}. \quad (7)$$

**Proof:** The proof of the theorem follows from standard optimization results and it follows closely [7].

IV. MTD AGAINST INTELLIGENT ATTACKERS

In the preceding chapter, we focused on an attacker-agnostic model, in which the actual impact of the adversary’s behavior to the system, as well as their potential knowledge of the MTD algorithm are not considered. In the sequel, we will employ optimization tools in order to explore the interaction between an MTD strategy and a rational malicious agent who takes into account the randomized nature of the transmissions when placing the jamming device. Consequently, we will be able to quantify the effect of the MTD strategy against a worst-case attacker.

In order to properly investigate the effect of the attacker, and to facilitate the reader, we let the action set of the attacker to be, without loss of generality, the set of normalized channels $h_a \in \mathbb{C}^N$. As far as the adversary is concerned, in this way we let them arbitrarily place the jamming device at an angle $\theta_a$ at a fixed distance around the user. It has been shown that there is a direct correspondence between the angle of arrival of the signal and the channel vector. Thus, by optimizing the channel vector itself, the attacker can easily find the optimal placement angle. Interested readers are referred to chapter 7 of [21] and the discussion about angular representations of channels therein.

Finally, for a given MTD strategy, i.e., a given probability $p_i^*$ over $\mathcal{A}_i$, the worst-case attack is given with respect to the expected SINR defined in (5) as

$$J_a(\theta_a) = \sum_{i=1}^{N} p_i^* \gamma_i^*(\theta_a)$$

$$= \sum_{i=1}^{N} p_i^* \frac{|F_i^H H_i W_i|^2}{\sigma^2 + |F_i^H h_a(\theta_a)|^2}, \quad (8)$$

where the explicit dependence on $\theta_a$ is emphasized.

Derivation of the optimal attack strategy rests on the solution of an optimization problem defined with respect to the function (8). However, this reward function is a sum of fractions that the attacker aims to minimize and, therefore, the optimization problem is non-trivial. While there is rich literature in fractional programming [22], for the purposes of exposition, we simplify the problem by considering the maximization from the attacker’s perspective of the reciprocal of the SINR. Intuitively, the attacker aims to maximize the effect of the injected power to the system – quantified by the denominator of (8) – over the power of the legitimate signal – which is captured by the numerator.

Consequently, the optimization problem that the attacker considers becomes

$$J_a(\theta_a) = \sum_{i=1}^{N} p_i^* \gamma_i^*(\theta_a)$$

$$= \sum_{i=1}^{N} p_i^* \frac{|F_i^H H_i W_i|^2}{\sigma^2 + |F_i^H h_a(\theta_a)|^2}, \quad (9)$$

Thus, we state the following theorem that characterizes the worst-case channel for the placement of the jamming device.

**Theorem 2:** Consider the communication system described by (4), operating under the MTD scheme with probabilities given by (7) and the associated SINR (5). Then, the optimal channel of the attacker’s placement of a single-antenna jamming device is given as

$$h_a^* = \arg \left( \sum_{i=1}^{N} p_i^* (\sigma^2 I + F_i^H F_i) \frac{|F_i^H H_i W_i|^2}{|F_i^H H_i W_i|^2} \right).$$

**Proof:** As mentioned, we consider the following simplified problem for the adversary:

$$\max_{h_a} \bar{J}(h_a) = \max_{h_a} \sum_{i=1}^{N} p_i^* (\sigma^2 + |F_i h_a|^2)$$

subject to $|h_a| = 1$.

We rewrite the objective function, noting that, since $h_a$ is a unit vector $\sigma^2 + |F_i h_a|^2 = h_a^H (\sigma^2 I + F_i^H F_i) h_a$. Thus, moving the optimization variables out of the summation, we have that

$$\max_{h_a} \bar{J}(h_a) = \max_{h_a} h_a^H \left( \sum_{i=1}^{N} p_i^* (\sigma^2 I + F_i^H F_i) \right) h_a,$$

subject to the channel vector lying in the $N$-dimensional unit sphere. Finally, note that the kernel matrix of the derived quadratic form is positive definite, and thus, by definition,
Fig. 2: SINR of the communication link between the receiver and the transmitter $i = 1$ as the angle of the jamming device changes.

Fig. 3: SINR of the communication link between the receiver and the transmitter $i = 2$ as the angle of the jamming device changes.

Fig. 4: SINR of the communication link between the receiver and the transmitter $i = 3$ as the angle of the jamming device changes.

Fig. 5: SINR of the communication link between the receiver and the transmitter $i = 4$ as the angle of the jamming device changes.

The solution to the maximization problem is the eigenvector corresponding to the maximum eigenvalue of the matrix, i.e.,

$$h^*_a = \hat{v} \left( \sum_{i=1}^{N} p^*_i (\sigma^2 I + F_i^H F_i) \right),$$

which completes the proof.

V. Simulation Results

As is expected, the employment of a probabilistic transmission policy, leads to degradation of the performance of the communication system. By forcing the device to receive information from transmitters that are placed further away or in more realistic environments, the rate of the transmissions is expected to decrease. Simultaneously, the unpredictability gained by the MTD mechanism increases the security capabilities of the system.

In this subsection, we investigate the efficacy of the MTD system theoretically by considering appropriate measures of performance and security for this system.

Initially, we examine the use of the MTD algorithm in the absence of attackers. In order to quantify the communication performance of the system, we utilize the expected SINR (without interference from an attacker) and measure the effect of the randomized strategy. By changing the level of unpredictability required by the MTD, i.e., the parameter $\epsilon$, the resulting probability $p^*$ changes following (7). The expected SNR then can be computed by the following:

$$\mathbb{E}_{\gamma \sim p^*(\epsilon)}[\gamma] = \sum_{i=1}^{M} \gamma_i p^*_i(\epsilon),$$

where the functional dependence of $p^*_i$ on $\epsilon$ is emphasized.

The studied system consists of $N = 4$ transmitters and an receiving devices communicating at 1GHz, i.e., with $f_c = 10^9$. Each device is equipped with an antenna array with 50 critically-spaced elements with $l_c = \lambda_c/2$. Given the positions $q_1, q_2 \in \mathbb{R}$ of two devices, the distance-dependent component of the path-loss $\bar{a}$ is modeled as $\bar{a} = ||q_1 - q_2||^{-2}$. These values are computed according to the positions of the receiver $q_r = [2 6]^T$, and the transmitters $q^*_1 = [0 0]^T$, $q^*_2 = [2 3]^T$, $q^*_3 = [5 8]^T$, and $q^*_4 = [15 4]^T$. Since the single-antenna attacker must be placed as close as possible to the receiving antenna to maximize the power of their injected interference, we bound their movement on a circle around the receiver of radius 0.1.

Accordingly, in Fig. 6 we can see the SNR levels of communicating with the different transmitters. It can thus be observed that the optimally placed transmitting device is the one indexed by $i = 1$ while the least favorable one is given for $i = 3$. Upon employment of the MTD strategy, the expected SNR is computed according to (10). With the increase of the unpredictability parameter $\epsilon$, i.e., by making the communication scheme more unpredictable, we note the decreasing trend of the expected SNR. Specifically, for lower values of unpredictability, the system tends to select the optimal transmitting component deterministically. As the MTD scheme becomes more prevalent, the probability of communicating with a “worse” device becomes higher, until the limiting case, where the probability is uniform and the expected SNR is the average of the performance rates of the available transmitters.

Subsequently, we consider the same communication environment including an adversarial jammer. In Figures 2 to 5, we showcase the importance of the angle of placement of the jamming device (in a specific radius around the receiver). Specifically, we consider a jamming device statically placed or – in more realistic environments – in more cluttered areas, the rate of the transmissions is expected to decrease. Simultaneously, the unpredictability gained by the MTD scheme becomes more prevalent, the probability of communicating with a “worse” device becomes higher, until the limiting case, where the probability is uniform and the expected SNR is the average of the performance rates of the available transmitters.

Finally, in Fig. 7 we showcase the effects of the MTD policy, leads to degradation of the performance of the communication system. By forcing the device to receive information from transmitters that are placed further away or in more realistic environments, the rate of the transmissions is expected to decrease. Simultaneously, the unpredictability gained by the MTD mechanism increases the security capabilities of the system.

In this subsection, we investigate the efficacy of the MTD system theoretically by considering appropriate measures of performance and security for this system.

Initially, we examine the use of the MTD algorithm in the absence of attackers. In order to quantify the communication performance of the system, we utilize the expected SINR (without interference from an attacker) and measure the effect of the randomized strategy. By changing the level of unpredictability required by the MTD, i.e., the parameter $\epsilon$, the resulting probability $p^*$ changes following (7). The expected SNR then can be computed by the following:

$$\mathbb{E}_{\gamma \sim p^*(\epsilon)}[\gamma] = \sum_{i=1}^{M} \gamma_i p^*_i(\epsilon),$$

where the functional dependence of $p^*_i$ on $\epsilon$ is emphasized.

The studied system consists of $N = 4$ transmitters and an receiving devices communicating at 1GHz, i.e., with $f_c = 10^9$. Each device is equipped with an antenna array with 50 critically-spaced elements with $l_c = \lambda_c/2$. Given the positions $q_1, q_2 \in \mathbb{R}$ of two devices, the distance-dependent component of the path-loss $\bar{a}$ is modeled as $\bar{a} = ||q_1 - q_2||^{-2}$. These values are computed according to the positions of the receiver $q_r = [2 6]^T$, and the transmitters $q^*_1 = [0 0]^T$, $q^*_2 = [2 3]^T$, $q^*_3 = [5 8]^T$, and $q^*_4 = [15 4]^T$. Since the single-antenna attacker must be placed as close as possible to the receiving antenna to maximize the power of their injected interference, we bound their movement on a circle around the receiver of radius 0.1.

Accordingly, in Fig. 6 we can see the SNR levels of communicating with the different transmitters. It can thus be observed that the optimally placed transmitting device is the one indexed by $i = 1$ while the least favorable one is given for $i = 3$. Upon employment of the MTD strategy, the expected SNR is computed according to (10). With the increase of the unpredictability parameter $\epsilon$, i.e., by making the communication scheme more unpredictable, we note the decreasing trend of the expected SNR. Specifically, for lower values of unpredictability, the system tends to select the optimal transmitting component deterministically. As the MTD scheme becomes more prevalent, the probability of communicating with a “worse” device becomes higher, until the limiting case, where the probability is uniform and the expected SNR is the average of the performance rates of the available transmitters.

Subsequently, we consider the same communication environment including an adversarial jammer. In Figures 2 to 5, we showcase the importance of the angle of placement of the jamming device (in a specific radius around the receiver). Specifically, we consider a jamming device statically placed or – in more realistic environments – in more cluttered areas, the rate of the transmissions is expected to decrease. Simultaneously, the unpredictability gained by the MTD scheme becomes more prevalent, the probability of communicating with a “worse” device becomes higher, until the limiting case, where the probability is uniform and the expected SNR is the average of the performance rates of the available transmitters.

Finally, in Fig. 7 we showcase the effects of the MTD
strategy in the presence of an attacker. It can thus be seen that while the MTD algorithm induces performance losses due to the enforced communication with suboptimal transmitters, it is advantageous in the presence of a well-placed attacker, as it can be seen by the increase in performance as the unpredictability increases in the case of $\theta_a = \frac{\pi}{2}$, as is the case for the nominal operation of the system.

VI. CONCLUSION AND FUTURE WORK

We proposed a defense mechanism based on the unpredictability principles of MTD. We considered a data transmission scenario involving a single receiver and multiple potential transmitters. The channels between the components were modeled using their geometric properties and with LoS consideration. An attacker agnostic randomized transmission scheme was designed based on an unpredictable change of the combiner of the receiver. Finally, we investigated the effects of an intelligent attacker that has access to the MTD strategy and can place a single antenna jamming device near the receiver. Simulation results showcased the balance between the robustness of the transmission via the increase in the expected SINR, and the performance with respect to the nominal operation of the system.

Future work will focus on allowing the receiver and the adversary to move within the region, and the design of an adaptive MTD policy against an intelligent attacker using game theoretic results.
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